**What measures have you taken to protect yourself from cybercrimes?**

In order to protect myself from cybercrimes, I have taken the following steps.

* I have turned on 2FA authentication for all my accounts and use strong and different passwords.
* I regularly check all the app's permissions and grant them the only access necessary for their functionality.
* Majorly use biometrics and face locks to protect my devices and avoid the use of PIN codes.
* For messaging, prefer to use end-to-end encrypted apps to prevent data from getting leaked and dont share any sensitive information such as passwords on these apps as well.
* Avoids downloading attachments from unknown emails and avoids emails giving heavy discounts and demanding personal finnacial details.
* Uses anti-virus and anti-malware software to protect data from viruses and backups them regularly on an external hard disk.
* One time password is enabled, and the E-commerce option is always turned off for banking transactions.
* Frequently check the financial statements to track back if anything suspicious happens.
* Avoids the usage of public and open WIFI networks.